**COMMITTEE**: Human Rights Committee

**QUESTION OF**: Cyber-rights

**MAIN SUBMITTER:** France

**CO-SUBMITTER:** Haiti

THE GENERAL ASSEMBLY,

***Acknowledges***that many countries do not prioritize the creation of cyber rights as there are other pressing matters and that cyber rights are not seen as a pressing issue to most countries,

***Recognizing*** that the MEDC’s rely heavily on technology to save information,

***Keeping in mind*** that some LEDCs have basic technology and may not be subject to many cyber attacks although maybe the cause,

***Deeply* *concerned*** that the privacy implied by the right regarding the accessibility, private information or sensitive data is made secure,

***Recalling*** that countries globally have endured identity theft through the unsecure websites – allowing hackers to gain access to privileged data,

1. ***Encourages*** governments worldwide to increase government expenditure on but not limited to:
2. Educating the public on cyber rights and crimes,
3. Prioritizing the minimizing of negative effects of cyber rights which are weakly enforced;
4. ***Urges*** governments to set out legislation to attempt to create cyber rights by raising their awareness of the priority of individual cyber rights;
5. ***Recommends*** the employment of more skilled technicians who are knowledgeable in the field of cyber protection;
6. ***Strongly requests*** that Governments should focus on cyber rights by:
   1. Creating government divisions or agencies to counter the active hackers,
   2. Working with independent professionals to develop an effective strategy;
7. ***Endorses*** the cutting down on the public usage of potentially fatal websites like social media pages that allow personal information to be accessed with ease without the consent of the information’s owner;
8. ***Requests*** Governments to set up a system in which privileged information is centralized as a backup;
9. ***Encourages*** the government and firms to keep highly classified information as a hard copy in order to prevent any possible hacking or manipulation of the documents.